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[bookmark: _Toc48930850][bookmark: _Toc49376099][bookmark: _Toc56501548][bookmark: _Toc101349995]*************** Start of the 1st Change ****************
[bookmark: _Toc145059220][bookmark: _Toc145061212][bookmark: _Toc145059240][bookmark: _Toc145061232]4.2.2	Reference points
[bookmark: tsgNames][bookmark: startOfAnnexes]In addition to the reference points specified in clause 4.2 of TS 23.586 [2], the following reference points are added or enhanced for supporting Ranging/SL positioning security architecture:
NL3:	The reference point between the GMLCs in different PLMNs. It is used to transport the UE authorization result for authorization of Ranging/SL Positioning service exposure.
NL6:	The reference point between the UDM and the GMLC. It is used to transport the UE privacy profile to GMLC for authorization of Ranging/SL Positioning service exposure.
Editor's Note: Whether NL6 can be used to resolve UE identity between application layer ID and SUPI for protecting UE privacy is to be aligned with SA2. 
PC8*:	The reference point between the UE and the SLPKMF, which relies on 5GC user plane for transport (i.e. an "over IP" reference point). It is used to transport security materials to UEs for Ranging/SL Positioning discovery and communication.
Npc9*:	The reference point between the SLPKMFs of the UEs subscribed in different PLMNs. It is used to transport security materials between SLPKMFs to support Ranging/SL Positioning services in inter-PLMN scenarios.
*************** Start of the 2nd Change ****************
6.3.5	Procedures for authorization of AF/5GC NF for Ranging/SL positioning service exposure
[bookmark: OLE_LINK9][bookmark: OLE_LINK90]For the authorization of the AF or 5GC NF for Ranging/SL Positioning service exposure, the SL-MT-LR procedure specified in TS 23.273 [3] is taken as the baseline. The authorization shall be performed towards all the n UEs (n ≥ 2), i.e. UE1, UE2, ..., UEn in the request message. If the involved UEs belong to different PLMNs, NL3 is used for the GMLC receiving the service request to obtain the authorization result of UE(s) belonging to other PLMNs. If all of the UEs don't grant permission for Ranging/SL Positioning exposure, the GMLC shall reject the service request from the AF/5GC NF. 
NOTE:	Once receiving the Ranging/SL positioning service request containing UE Application Layer ID, the GMLC receiving the service request determines the address of the GMLC in abother PLMN based on local configuration or by the NRF query. 
When receiving the Ranging/SL Positioning service request from the AF/5GC NF, the GMLC interacts with the UDM to check the UE privacy profile. The UE LCS Privacy Profile defined in clause 5.4.2 of TS 23.273 [3] is taken as the baseline for the UE privacy profile for Ranging/SL positioning services.
NOTE:	The details of the UE privacy profile for Ranging/SL positioning services needs to be align with SA2.
[bookmark: OLE_LINK41][bookmark: OLE_LINK42][bookmark: OLE_LINK43]The GMLC interacts with the AMF to request the ranging result of UEs, which may include an indication of a privacy related action. If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification, a notification invoke message is sent to the UE if the signalling connection established. However, if the Ranging/SL Positioning service is disallowed by the UE, or signalling connection establishment fails and UE notification (including UE notification with privacy verification) is required, the AMF shall provide failure response to the GMLC.
*************** Start of the 3rd Change ****************
7.x	GMLC services
7.x.1	General
The following table illustrates the GMLC Services and Service Operations.
Table 7.x.1-1: List of GMLC Services
	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Ngmlc_Authorization 
	Ngmlc_Authorization_Get
	Request/Response
	GMLC



7.x.2	Ngmlc_Authorization service
7.x.2.1	Ngmlc_Authorization_Get service operation
Service operation name: Ngmlc_Authorization_Get
Description: The NF consumer obtains the authorization result of the UE from another PLMN for Ranging/SL positioning service exposure.
Input, Required: UE Application Layer ID(s), Ranging/SL Positioning Application Identifier.
Input, Optional: None.
Output, Required: Success/Failure result.
Output, Optional: None.
*************** End of the Change ****************
