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1	Decision/action requested
This contribution presents proposals on
1) general Rel-19 prioritization and time planning in SA3, and
2) prioritization between SA3-internal Rel-19 SID/WID proposals.
2	References
[1]	SP-231149, "Release 19 content definition - Next Steps", TSG SA Chair
3	Rationale
With the start of Rel-19, for the first time in its history, SA3 has a restricted number of TUs allocated for a release. A restricted number of slots requires careful planning of the SID and WID proposals to be agreed. SA3 needs to have enough time for the security of work in other groups, for important SA3 internal work, and for maintenance of earlier releases. The planning needs to be realistic and avoid overload of the group. The planning needs to also be done in a fair and transparent manner. Since it is the first time that SA3 does such a planning, it is important to spend some time on finding a well-thought, fair and transparent prioritization process. 
This discussion paper presents a few proposals as Ericsson's input to the Rel-19 prioritization and time planning discussion.
4	Detailed proposal
4.1	General time plan 
The SA3 Rel-19 package can be done earliest at SA3#115 in February, because the SA2 and RAN Rel-19 work packages are decided in the plenary meetings in December 2023, see also [1]. In consequence, at SA3#113 in November, SA3 needs to be very restrictive with agreeing Rel-19 proposals.
At SA3#115 in February, it is proposed that TUs are allocated in the following order:
1) Of the 14 TUs for Rel-19, assign 1-2 TUs for an emergency time budget. This will give SA3 planning flexibility and make it possible to address unexpected security issues while keeping a reasonable load. 
2) Assign time for each study in other 3GPP groups (e.g., SA2) that has security impact.
3) Remaining TUs are assigned for SA3 internal work.
For the technical work at SA3#113 in November and SA3#115 in February, it is proposed to prioritize SA3-internal work items that are concrete and can be finalized quickly (SCASes, 256-bit WIDs, crypto profiles). Furthermore, SA3#113 in November and SA3#115 in February can be used to agree on clear objectives for both SIDs related to work in other groups as well as SA3-internal studies. Generally, care should be taken to have realistic time plans. For all agreed SIDs, objectives should be written clearly, so that they can be easily transformed into clear key issues. With such good preparation, it should be possible to start adding solutions already at SA3#116 in May, since objectives are clear and key issue discussions should not take much time.
4.2		SA3 work related to work in other groups
Proposal 1: Study and work items related to work in other 3GPP groups (e.g., SA2) are not subject to SA3's prioritization discussion. Instead, they are started if and only if another 3GPP group starts work with clear and substantial security impact.
Proposal 2: When SA3 sets up a TU allocation plan (at SA3#115 in February according to the proposals in clause 4.1 above), SA3 studies related to studies in other 3GPP groups with expected security impact are included independent of whether the SA3 SID corresponding to the study in another 3GPP group is already agreed in SA3 or not. 
That avoids pressure to agree on the SA3 SID just because there is an agreed SID in another 3GPP group. The SID is only agreed when the objectives are clear.
4.3		SA3-internal study and work items		
Proposal 3: The prioritization of SA3-internal study and work items is subject to a discussion based on the content of the proposals. SA3 should assess the importance of the topic due to its impact on the whole industry or due to regulatory requirements. Part of the evaluation should also be whether it is expected that a study will lead to substantial normative work.  
4.4		Prioritization of SA3-internal SID/WID proposals submitted to the SA3 Rel-19 workshop 
Ericsson believes that the following topics should be part of the Rel-19 work (sorted alphabetically):
-	Crypto profiles 
-	Exposure security 
-	Roaming security 
-	SBA security enhancements 
-	SCAS enhancements 
-	Work items that make 256-bit algorithms available
-	Zero Trust Architecture 
If time permits, the following additional topic could be added to the Rel-19 package:
-	Study item on 256-bit algorithms
