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[bookmark: _Hlk116994619]**** START OF CHANGES ****
[bookmark: OLE_LINK94]M.5	IAB inter-CU topology adaptation and backhaul RLF recovery procedure
In case of the inter-CU migration as specified in TS 38.401 [78], the IAB-MT is migrated from a source IAB-donor-CU to a target IAB-donor-CU. The migrating IAB-node becomes a boundary IAB-node since its IAB-DU retains F1AP with the source IAB-donor-CU after its IAB-MT obtains RRC connectivity with the target IAB-donor-CU (c.f. TS 38.401 [78]). 
In case IPsec tunnel mode is used for F1 interface protection, the migrating/descendant/Recovery IAB-node may use MOBIKE (IETF RFC 4555 [111]) to migrate the IPsec tunnel to the new IP outer addresses as specified in TS 38.401 [78].
In IPsec transport mode for the non-dynamic PSK case, the establishment of the IPsec SAs follows the procedures in Annex M.3.3.2 of the present document. In IPsec transport mode for the dynamic PSK case, both ends shall calculate K-IAB-ID as described in Annex A.X as an identifier for KIAB. In the IKE_AUTH request message, the IAB node shall set the ID type to ID_KEY-ID and set its value to K-IAB-ID.
**** NEXT CHANGE ****
[bookmark: _Toc42179557][bookmark: _Toc42246830][bookmark: _Toc51245766][bookmark: _Toc98841269]A.X	K-IAB-ID derivation function
When deriving the K-IAB-ID from KIAB, the following parameters shall be used to form the input S to the KDF:
-	FC = 0x8C
-	P0 = "K-IAB-ID"
-	L0 = length of "K-IAB-ID"; (i.e. 0x00 0x07)
The input key KEY shall be KIAB. 
**** END OF CHANGES ****
