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1	Overall description
[bookmark: _Hlk69931360]SA3 would like to thank CT1 for their LS on Retrieving keys for decryption of protected IEs for U2N relay.
Question from CT1 in C1-234362: 
Question:	How does the 5G ProSe UE-to-network relay UE retrieve the corresponding discovery security parameters for decryption of the relay service code and the UP-PRUK ID/CP-PRUK ID in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message? Is there any additional security mechanism needed to be defined by SA3? 
Answer from SA3: 
SA3 has acknowledged the issue from CT1 and agreed to the following solution (captured in the attached CR):
 - During the U2N Relay discovery procedure, the U2N Relay provides the authorized Remote UE with a protected DCR Security ID (DSID) associated with the RSC. 
- The U2N Relay uses the DSID included in the DCR to locate the discovery security keys to decrypt the RSC, UP-PRUK ID/CP-PRUK ID in the DCR.
2	Actions
To CT1 
ACTION: 	SA3 kindly asks CT1 to take the above information into account.
3	Dates of next TSG SA WG 3 meetings
SA3#115	February 26th – March 1st 2024	Athens, Greece
SA3#116	May 20th – 25th 2024		Korea, KR
