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	Reason for change:
	Clause 5.2.2 of TS 23.586 [1] contains the following Editor’s Note related to SA3 that is also related to the privacy of sharing the location of a Located UE:
Editor's note:	Privacy aspects of sharing the location of a Located UE (e.g. to any Target UE) and exposing information about such privacy aspects during discovery (e.g. to facilitate Located UE selection by a Target UE) needs to be aligned with SA WG3.
Knowing early on in the procedures if a Located UE is available to a Target UE not only helps Located UE selection, it is also useful to select which Ranging/SL Positioning procedure to request/invoke. For example, if the Located UE is only willing to share its location with the LMF but not with the Target UE, then the Target UE can use this information to select the network-based procedure instead of the network assisted procedure, rather than to find out later that it is not possible for the Target UE to receive the location of the Located UE
Whether or not such information can be exposed during discovery can be controlled by the Located UE itself, according to its privacy preferences.  

	
	

	Summary of change:
	[bookmark: _Hlk149567786]Update clause 6.3.7 to also cover the discovery aspect of whether location information is available to the discoverer UE (e.g. during later steps in the Ranging/SL Positioning procedure).

	
	

	Consequences if not approved:
	The Target UE could not perform proper selection of Ranging/SL Positioning procedure (network-based or network-assisted) and/or proper selection of Located UEs. Also, Editor’s Note in SA2 would not be addressed.
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[bookmark: _Toc145061237][bookmark: _Toc145059245][bookmark: _Hlk149567645]6.3.7	Procedure of UE privacy verification for UE-only operation and discovery 
For UE-only Operation in which the network is not involved in Ranging/Sidelink positioning and for discovery, the authorization for UE privacy is based on the local configured privacy verification information to determine whether its location related information can be exposed to the peer UE or not. If during UE-only operation the UE (e.g. Located UE) is requested for its location, the privacy profile allows location exposure, the UE (e.g. Located UE) accepts the request to expose its location related information and proceeds. During discovery, if the privacy profile allows location exposure to the discoverer UE, the discoveree includes a “Location available to discoverer” attribute in the discovery message to the discoverer.

