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1
Decision/action requested

Approve the new clause for inclusion in the living document: draftCR to TS 33.503
2
References

N/A
3
Rationale

Clause 5.15 of TS 23.304 specifies the priority to perform the UE-to-Network Relay reselection. The Remote UE shall first select the target path which has same type with the original path (i.e. L2 U2NW relay, L3 U2NW relay with N3IWF, and L3 U2NW relay without N3IWF). The Remote UE re-evaluates the URSP or 5G ProSe policy if the same type target path is not available. Based on the principle as specified in TS 23.304, this contribution proposes to specify the security mechanism selection in path switching between two UE-to-Network relays. 
Revision of S3-233749.
4
Detailed proposal
**** Start of Changes****

6.3.6
Security mechanism selection in path switching between two 5G ProSe UE-to-Network Relays
Based on the UE-to-Network relay reselection mechanism as per clause 5.15 of TS 23.304 [2], the Remote UE performs the path switching between two UE-to-Network Relays with the following additional security considerations:
-
The Remote UE first selects the RSC indicating the same security mechanism with the original path (i.e. User Plane based solution as specified in clause 6.3.3.2 or Control Plane based solution as specified in clause 6.3.3.3.2) to establish the PC5 security link with the new UE-to-Network Relay.
**** End of Changes****
