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1
Decision/action requested

This contribution proposes to remove the EN related to the privacy profile in TS 33.533.
2
References

[1]
3GPP TS 23.273 v18.2.0 5G System (5GS) Location Services (LCS); Stage 2

[2]
3GPP TS 23.586 v18.0.0 Ranging based services and Sidelink Positioning

3
Rationale

As defined in TS 23.273 [1], UE LCS privacy is a feature which allows a UE and/or AF to control which LCS clients and AFs are allowed or not allowed access to UE location information. For Ranging/SL Positioning, new scenarios are supported (e.g. service exposure to AF/5GC NF, service exposure to SL Positioning Client UE, UE-only operation, etc.). Therefore, the UE LCS privacy profile cannot be directly reused for Ranging/SL Positioning.

This pCR proposes to define the UE Ranging/SL Positioning privacy profile, which is extended based on the LCS privacy profile to support all features defined in TS 23.586 [2]. With this definition, the related EN: the details of the content of UE privacy profile for Ranging/SL positioning services is FFS can be removed.
4
Detailed proposal

*************** Start of the 1st Change ****************

6.3.3
Procedure for authorization of AF/5GC NF for Ranging/SL positioning service exposure
For the authorization of the AF or 5GC NF for Ranging/SL Positioning service exposure, the MT-LR procedure specified in TS 23.273 [3] is taken as the baseline. The authorization shall be performed towards both target UE and reference UE. If none of the UEs grants or one of the UEs does not grant permission for Ranging/SL Positioning exposure, the GMLC shall reject the service request from the AF/5GC NF.

Editor’s Note: the MT-LR procedure and related reference need to be updated based on the progress of TS 23.586[2].

When receiving the Ranging/SL Positioning service request from the AF/5GC NF, the GMLC interacts with the UDM to check the UE privacy profile. The UE LCS Privacy Profile defined in clause 5.4.2 of TS 23.273 [3] is taken as the baseline for the UE privacy profile for Ranging/SL positioning services.

NOTE x:
The details of the UE privacy profile for Ranging/SL positioning services needs to be align with SA2.
The GMLC interacts with the AMF to request the ranging result of UEs, which may include an indication of a privacy related action. If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification, a notification invoke message is sent to the UE if the signalling connection established. However, if the Ranging/SL Positioning service is disallowed by the UE, or signalling connection establishment fails and UE notification is required, the AMF shall provide failure response to the GMLC.
*************** Start of the 2nd Change ****************

*************** End of the Changes ****************
