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1	Overall description
SA3 wants to thank ETSI NFV for the LS on the authenticated vulnerability testing. SA3 would like to reply to the following questions:
Question 1:
“A question has arisen within the SEC working group as to whether authenticated vulnerability scanning goes against the SCAS principles.”
SA3 answer for question 1:
The authenticated vulnerability scanning goes against the SCAS principles. Therefore, the vulnerability scan as presented by the test case description ([2]) must be changed such it complies to unauthenticated vulnerability scanning.

Question 2:
“Can 3GPP SA3 advice as to whether Whitebox testing is in line with the 3GPP methodology?”
SA3 answer for question 2:
With reference to the SECAM specification ([1]) the security compliance testing consists of Black box verification of security requirements and a Black box vulnerability scan over the network.

[1]	TS 33.916, Security Assurance Methodology (SECAM) for 3GPP network products, Release 18
[2]	LS, NFVSEC(23)000057_SEC028_Authenticated_Vulnerability_Scanning.docx
2	Actions
To ETSI NFV 
ACTION: 	SA3 requests ETSI NFV to take above response into consideration for further definition of security testing.
3	Dates of next TSG SA WG 3 meetings
SA3#113	6 -10 November 2023	Chicago, US
SA4#114	22 - 26 January 2024 	TBD
