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1	Overall description
SA3 wants to thank ETSI NFV for the LS.
ETSI NFV Question:
Can 3GPP SA3 advice as to whether Whitebox testing is in line with the 3GPP methodology?

SA3 answer:
The appropriate credentials need to be provided to almost all testing tools, to get into the lower layers of the system or just start the testing. Therefore, the Whitebox testing and implicit the provision of appropriate log-in credentials is a mandatory pre-requisite.

2	Actions
To ETSI NFV 
ACTION: 	SA3 requests ETSI NFV to take above response into consideration for further definition of security testing.
3	Dates of next TSG SA WG 3 meetings
SA3#113	6 -10 November 2023	Chicago, US
SA4#114	tbd
