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	Reason for change:
	SA3 has been discussing about security handling of inter-CU topology adaptation and backhaul RLF recovery procedures, when dynamic PSK based IKEv2 authentication is used. The identified issue in such scenarios is that  Source/Initial Donor-IAB node needs to know the mapping between the old IP address and the new IP to identify the KIAB to use for IKEv2 authentication. 
SA3 could not reach a consensus on the solutions that address the issue and sent an LS to RAN3 in SA3 #110 to seek their feedback. In RAN3 reply LS, they also indicated that RAN3 cannot reach agreement on whether to accommodate SA3’s request.
Since there is no consensus on the solution, this CR proposed to not support dynamic PSK based IKEv2 authentication when inter-CU topology adaptation and backhaul RLF recovery features are needed.
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	The following text is added to restrict the use of dynamic PSK based IKEv2 authentication:
The dynamic PSK based IKEv2 authentication does not support inter-CU topology adaptation and backhaul RLF recovery procedures. Therefore, the IAB nodes and IAB-doners that require inter-CU topology adaptation and backhaul RLF recovery features shall not use the dynamic PSK based IKEv2 authentication.
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	IAB nodes lose connectivity due to IKEv2 authentication failure.
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[bookmark: _Hlk116994619]**** START OF CHANGES ****
[bookmark: _Toc45029023][bookmark: _Toc45274688][bookmark: _Toc45275276][bookmark: _Toc51168534][bookmark: _Toc122101387]M.3.3.2	Security mechanisms for the F1 interface
The F1 interface connects the IAB-node (gNB-DU) to the IAB-donor-CU. It consists of the F1-C for control plane and the F1-U for the user plane.
F1 security for IAB is established using the security mechanisms for the F1 interface as specified in clause 9.8.2 of the present document, with IAB node taking the role of gNB-DU and IAB-donor-CU taking the role of gNB-CU.
In addition to the security mechanisms specified in clause 9.8.2 of the present document for the F1 interface, the IKEv2 Pre-shared Secret Key (PSK) authentication shall be supported. When IKEv2 performs a PSK authentication, in the IKE_AUTH request message, the IAB node shall set the ID type to ID_KEY-ID and set its value to PSK ID.
NOTE 1:	The PSK and PSK ID (for IKEv2 PSK authentication) can be preconfigured at the IAB node and IAB donor. Pre-configuration of the PSK(s) is out of the scope of the present document.
Additionally, to support a flexible plug and play of IAB-node and IAB-donor without a pre-configuration of the PSK(s), dynamic PSK computation for IKEv2 PSK authentication may also be supported. 
The dynamic PSK based IKEv2 authentication does not support inter-CU topology adaptation and backhaul RLF recovery procedures. Therefore, the IAB nodes and IAB-donor that require inter-CU topology adaptation and backhaul RLF recovery features shall not use the dynamic PSK based IKEv2 authentication.
When dynamic PSK is used, the IAB-node and the IAB-donor shall calculate the PSK (KIAB) as specified in the Annex A.23 of this document. The IAB-donor shall uniquely identify the IAB-node’s security context (KgNB) using the IAB-node DU IP address. The IAB-donor shall use KIAB as PSK for IKEv2 between IAB-node and the IAB-donor. KIAB is stored in the IAB-node and in the IAB-donor. This key KIAB and the IPsec SA cryptographic keys are taken into use with the establishment of IPsec Security Association (SA) between the IAB-node and the IAB-donor. KIAB remains valid as long as the IAB-node is connected to the IAB-donor or until the IAB-node is re-authenticated. In case of CP-UP separation of IAB-donor-CU (IAB-donor-CU contains IAB-donor-CU-CP and IAB-donor-CU-UP that use different IP address) then, IAB-donor-CU-CP and IAB-node DU shall generate KIAB-CU-CP and KIAB-CU-UP as specified in the Annex A.23 of this document. The key KIAB-CU-CP shall be used for establishment of secure F1 interface between the IAB-node DU and IAB-donor-CU-CP. The IAB-donor-CU-CP shall provide KIAB-CU-UP to the IAB-donor-CU-UP via E1 interface and KIAB-CU-UP shall be used for establishment of secure F1 interface between the IAB-node DU and IAB-donor-CU-UP.
NOTE 2:	KIAB is used as the PSK for IKEv2 authentication, the interface between the IAB-donor-CU and the SEG to provision the key KIAB in the SEG is implementation specific and out of the scope of the present document. 
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