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NOTE 1:	The content of the roaming-related user consent is up to SA WG3.”
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[bookmark: _Toc137559394][bookmark: _Toc75277458]V.2	Requirements
The UDM shall support the following services related to the user consent. 
-	Retrieval of user consent parameters.
-	Notification of user consent parameters change.
The user consent parameters shall be stored in the UDM/UDR as subscription data.
The user consent parameters may be bound to specific PLMN(s).
The user consent parameters shall be bound to a SUPI/GPSI.
The user consent parameters shall be bound to the purpose of data processing.
The user consent parameters shall include whether the user consent is granted or not.
The user consent shall be effective only after the point in time that user consent was given.The user consent shall be effective until revoked. It means that there is no expiry/validity timer for the user consent parameters stored in the subscription data.
NOTE:	UDM does not provide user consent revocation service, it only provides notifications of user consent parameter changes.
[bookmark: _Toc137559395]V.3	User consent check
Any NF that is deemed an enforcement point for user consent shall support to retrieve the user consent parameters from the UDM. 
In roaming scenario, any NF that is deemed an enforcement point for user consent shall determine the PLMN of data source. The NF shall enforce the user consent parameters which is bound to this PLMN.
Any NF that is deemed an enforcement point for user consent shall not accept any services or requests for data processing unless user consent is granted.
Any NF that is deemed an enforcement point for user consent shall determine the purpose of data processing prior to the data processing. If the purpose of data processing is not implicitly known from the service request, the user consent enforcement point shall request it or otherwise deny the service.
NFs obtaining or checking the user consent parameters shall consider the user consent parameters as effective until revoked.
*** END OF CHANGES ***

