

	
3GPP TSG-SA3 Meeting #112 	S3-233700
Goteborg, Sweden, 14 -18 August 2023
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	33.535
	CR
	[bookmark: _GoBack]1716
	rev
	-
	Current version:
	18.0.0
	

	

	[bookmark: _Hlt497126619]For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Update AKMA key lifetimes

	
	

	Source to WG:
	ZTE Corporation

	Source to TSG:
	S3

	
	

	Work item code:
	HN_Auth
	
	Date:
	2023-08-07

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	It is concluded in TR 33.741: “The KAF can only be refreshed by UA* protocol, there is no other method to refresh it. That’s because if the UA* protocol does not support the KAF refresh, and KAKMA is unchanged, the same KAF will be generated again.  If the KAKMA can be refreshed, then the issue is solved. ” With the help of HONTRA procedure, the above issue can be solved
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************* Start of 1st Change *************
[bookmark: _Toc51245742][bookmark: _Toc42177182][bookmark: _Toc42179534][bookmark: _Toc42246807][bookmark: _Toc137736302]5.2	AKMA key lifetimes
The KAKMA and A-KID are valid until the next successful primary authentication is performed (implicit lifetime), in which case the KAKMA and A-KID are replaced. 
AKMA Application Keys KAF shall use explicit lifetimes based on the operator's policy. The lifetime of KAF shall be sent by the AAnF as described in clauses 6.2 and 6.3. In case that a new AKMA Anchor Key KAKMA is established, the AKMA Application Key KAF can continue to be used for the duration of the current application session or until its lifetime expires, whichever comes first. When the KAF lifetime expires, a new AKMA Application Key is established based on the current AKMA Anchor Key KAKMA or the AAnF may decide to request a primary authentication for generating a new KAF.
NOTE: When the KAF lifetime expires and the KAKMA has not changed in AAnF, according to the Annex A.4, the AKMA Application Key which is established based on the current AKMA Anchor Key KAKMA is not a new one.
************* End of 1st Change *************

