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1
Decision/action requested

Approve the changes in clause 4 for inclusion in the document:  TS/TR 33.739.
2
References

NA
3
Rationale
Add Solution #29 to the conclusion for KI#2.6 as an optional authorization mechanism.
For the EDGE-9 authorization, the following details need to be considered:

1.
 The application context can contain sensitive information of the application user, such as banking application. For the service continuity with ACR procedure, the application content can be relocated from the source EES in one jurisdiction area that is associated with law, financial regulation, rules and etc to the target EES in another jurisdiction area with different laws, financial regulations, and rules. In this case, the end user authorization for the ACR should be authorized by the end user.

2.
 The authorization of application context relocation from the source EES to the target EES for a specific user should be decided by the information owner, rather than by the information holder. Therefore, the authorization of the application context relocation (ACR) has to be the decision by the information owner.

3.
 The authorization of EDGE-9 information transmission is dynamic and depends on many factors such as EEC, Application, Time, and location. The authorization decision should be dynamically decided based on the conditions and environments. In addition, the roaming UEs has to be considered.

4.
 Authorization token that has been used for the authorization have been adopted for the other interfaces between EEC and ECS/EES. It is best fit for the situation like ACR and meets above two fundamental needs.
4
Detailed proposal

Approve the changes below for inclusion in the living document: TR 33.739.
**** Start of Changes****

7.7

Conclusions for Key Issue #2.6
Solution #26 which proposes to use token for ACR authorization is endorsed as an optional feature for normative work.
Solution #21 which proposes to use local policy for authorization as described in TS 33.501 [7] clause 13.3.0 between EESes is endorsed for normative work and will be used in scenarios where the principles of Solution #26 are not used. 

**** End of Changes****



