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1
Decision/action requested

This contribution proposes to update the security procedure for UE-to-UE communication in TS 33.503.
2
References

 [1]
TS 33.536 v17.1.0

Security aspects of 3GPP support for advanced Vehicle-to-Everything (V2X) services
3
Rationale

Since the ProSe service is different from the V2X service, the unicast mode security mechanism defined in clause 5.3 of TS 33.536 [1] cannot be directly reused for the UE-to-UE Relay communication. 
Therefore, we propose to update the security procedure to adapt to the UE-to-UE communication.
4
Detailed proposal

*************** Start of the Change ****************

6.6.3.2
Security of 5G ProSe PC5 Communication for 5G ProSe Layer-3 UE-to-UE Relay without network assistance
The security procedure in clause 6.2 is used to establish a secure PC5 link between the End UE and the 5G ProSe Layer-3 UE-to-UE Relay without network assistance with the following modifications.
· The RSC is included in the DCR message. 
· The Direct Communication Accept message is sent to the Source End UE after security establishment between the 5G ProSe Layer-3 UE-to-UE Relay and the Target End UE is successfully completed.
· *************** End of the Change ****************
