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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References
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3
Rationale

· In PLMN scenarios, decorated NAI is utilized for the roaming case in NSWO scenarios.
According to TS 23.501 [1], for the roaming case in PLMN scenarios, NSWO architectures can be depicted as follows. 
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Figure 3-1 NSWO architecture for roaming case in PLMN scenarios

According to clause 5.42 of TS 23.051 [1], one WLAN access point can serve multiple VPLMNs and the decorated NAI should be employed to help WLAN access point to select the right VPLMN.

A non-3GPP access network may be connected via SWa' to multiple PLMNs for 5G NSWO. In a roaming scenario the HPLMN may be reached by the UE via a WLAN access connected to more than one VPLMN. Therefore, a UE when roaming shall be able to indicate a specific selected VPLMN (e.g. using decorated NAI for 5G NSWO) through which the NSWO request should be sent towards the HPLMN.

According to clause 28.7.9.2 of TS 23.003[2], for the roaming case in PLMN scenarios, to enable WLAN access network to select the right AAA proxy that is located in a particular VPLMN and then route the authentication message to NSWOF, the format of NAI constructed by the UE is given as follows: 5gc-nswo.mnc<homeMNC>.mcc<homeMCC>.3gppnetwork.org!<username of SUCI in NAI format>@5gc-nswo.mnc<visitedMNC>.mcc<visitedMCC>.3gppnetwork.org. 
According to 3GPP TS 23.501 [1], for NSWO in NPN scenarios, the key, which is shared between the UE and the credential holder, will enable the mutual authentication between the UE and the WLAN network. The credential holder in NPN scenarios can be deployed in a PLMN, SNPN, or via an AAA server. Moreover, the WLAN access network and the credential holder may belong to different realms. 

· In NPN scenarios, the credential holder and the WLAN access network may locate in different realms.
According to 3GPP TS 23.501 [1], if the credential holder (i.e. CH) is deployed in a PLMN/NPN, the corresponding NSWO architectures can be depicted as follows.
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Figure 3-2 NSWO architecture for NPN that is served by PLMN/NPN based credential holder 

If the credential holder is deployed via an AAA server, the corresponding NSWO architecture can be depicted as follows. [image: image3.png]e





Figure 3-3 NSWO architecture for NPN that is served by AAA server based credential holder 

Since the WLAN access network can connect to multiple SNPNs, to obtain the shared key from the credential holder, the UE should indicate the decorated NAI to the WLAN access network and enable the the WLAN access network to select the right AAA proxy that is located in a particular SNPN and then route the authentication message to NSWOF/AAA server in the target credential holder.
However, currently, the NAI format for NPN scenarios defined in 3GPP TS 23.003 [2] only contains the realm information of the NPN as follows:<username>@5gc-nswo.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org.
4
Detailed proposal

For NSWO in SNPN scenarios, UE should indicate the decorated NAI to the WLAN access network and enable the the WLAN access network to select the right AAA proxy that is located in a particular SNPN and then route the authentication message to NSWOF/AAA server in the target credential holder.
