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1	Overall description
SA3 would like to thank CT1 for their LS on Retrieving keys for decryption of protected IEs for U2N relay. SA3 would like to provide the following feedback.
How does the 5G ProSe UE-to-network relay UE retrieve the corresponding discovery security parameters for decryption of the relay service code and the UP-PRUK ID/CP-PRUK ID in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message? 
Answer:	The 5G ProSe UE-to-Network Relay can retrieve the discovery security parameters based on the Destination Layer-2 ID of PROSE DIRECT LINK ESTABLISHMENT REQUEST message. SA3 has updated clause 6.3.5.2 in TS 33.503 for clarification. Please find the detailed information in the attachment. 
Is there any additional security mechanism needed to be defined by SA3?
Answer:	No additional security mechanism will be defined by SA3. SA3 kindly requests CT1 to specify the related mechanism in stage 3.
2	Actions
To CT1 
ACTION: SA3 kindly asks CT1 to take the above information into account.
3	Dates of next TSG SA WG 3 meetings
SA3#113	6 -10 November 2023	Chicago, US
SA3#114	22 -26 January 2024	UE (TBD)

