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Decision/action requested

Approve this change
2
References
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3
Detailed Proposal

******************************************   start change  ***************************************

6.2.2.4
Virtualisation platform

Where the virtualisation platform is used to enforce separation between trust domains (i.e. where discrete physical hardware is not used), type-1 hypervisors are used.  Virtual workloads do not have direct access to the physical hardware.

Containers are not used to enforce separation between trust domains. Correspondingly, containerised hosts only support a single trust domain. This is because containers only provide process-level separation between workloads, meaning a single kernel-level vulnerability allows an attacker to impact the underlying host and all the containers running on it.
Although containersthemselves are out of scope 3GPP, the way that these containers are used in a 3GPP context is in scope and should be further defined. 

*****************************************   end change   ****************************************


