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	Reason for change:
	A requirement was updated to “The receiving SEPP shall be able to verify whether the sending SEPP is authorized to use the PLMN ID or SNPN ID in the received N32 message.”

Clause 13.2.2.4.2 needs alignment to also include SNPN ID.



	
	

	Summary of change:
	Include SNPN ID in N32-f peer information. 



	
	

	Consequences if not approved:
	SNPN not addressed in NF-f peer information cluase; failure in case the NF has not included the PLMN ID or SNPN ID
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The  N32-f connection between SEPPs is bidirectional and consists of the two SEPP endpoints and possibly up to two IPX providers. The SEPPs are identified by the PLMN ID (or SNPN ID) and additionally a SEPP ID to distinguish between several SEPPs in the same PLMN. The remote SEPP address is necessary for routing the messages to the correct destination. 
The N32-f peer information shall consist of the following parameters:
-	Remote PLMN ID (or SNPN ID);
-	Remote SEPP ID;
-	Remote SEPP address.
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