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**** Start of Changes****
[bookmark: _Toc19696885][bookmark: _Toc26876879][bookmark: _Toc35529509][bookmark: _Toc35529600][bookmark: _Toc51230269][bookmark: _Toc136949345]4.2.3.2.4	Protecting data and information in transfer 
There are no MnF-specific additions to clause 4.2.3.2.4 of TS 33.117 [3].
The test case can also address the MnF-specific threat "Unprotected Management data during transmission" of clause xV.2.2.2 in TR 33.926 [2].
Editor's Note: The exact reference for the threat is tbc.
**** Next Changes****
[bookmark: _Toc136949369]4.2.3.4.6.1	Authorization policy
There are no MnF-specific additions to clause 4.2.3.4.6.1 of TS 33.117 [3].
The test case can also address the MnF-specific threat "Over-privileged data process" of clause xV.2.2.1 in TR 33.926 [2].
Editor's Note: The exact reference for the threat is tbc.
**** End of Changes****

