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	Reason for change:
	In TS 33.535, the Kaf refresh can be supportted by requesting Kakma refresh. Oneway to slove it that the AF requesting the Kakma refresh directly, but this needs new service. The other way is to reuse exisitng service and add an indication that the Kaf is about to refresh. No matter which way to go, the AAnF shall further determine whether to request the Kakma refresh for a UE.
The old A-KID is used at the AAnF to check whether the A-KID is still being used. If the old A-KID can be found, it means there was no primray authentication for the SUPI mapped to the A-KID, then the AAnF can further determine whether to refresh the kakma. Otherwise, if the A-KID cannot be found, it means there was a primary authentication, thus the AAnF can reuse the existing procedure to make the UE send the new A-KID.

	
	

	Summary of change:
	When Kaf is about to be expired, the AF can request the AAnF to trigger the Kakma refresh procedure. The AAnF is the determine point whether to agree with the request.

	
	

	Consequences if not approved:
	There is still no 3GPP method to address Kaf refresh
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[bookmark: _Toc51245750][bookmark: _Toc137736312][bookmark: _Toc137736305][bookmark: _Toc51245745][bookmark: _Toc42246810][bookmark: _Toc42179537][bookmark: _Toc42177185]6.4.3	KAF refresh
There is no support for an explicit KAF refresh procedure in this document. If a primary authentication does not take place, the KAUSF, KAKMA and KAF remain unchanged since the latest primary authentication. When the KAF is about to be expired, the AF may send Naanf_AKMA_ApplicationKey_Get Request to the AAnF including the old A-KID and an indication that the KAF is about to be expired. Based on the indication, the AAnF shall first check whether the A-KID can be found. If yes, it means there was no primary authentication to the UE, the AAnF shall further determine whether to refresh the KAKMA as defined in clause 6.4.4. Otherwise, if the A-KID cannot be found, the AAnF shall perform as described in step 7 of clause 6.2.1.
The KAF may be refreshed by the KAKMA refresh defined in clause 6.4.4.
Ua* protocol may support refresh of derived session keys from KAF. If the Ua* protocol supports the refresh of derived session keys from KAF, the AF may refresh the KAF at any time using the Ua* protocol.
NOTE:	How a fresh key is derived for AKMA is up to Ua* protocol implementation.
***************End OF CHANGE***************

