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1	Decision/action requested
It is proposed to take into account the provided explanations should the same claims against solution #11 be raised again.
2	References
[1]		TS 23.501 "System architecture for the 5G System (5GS)".
[2]		TS 24.501 "Non-Access-Stratum (NAS) protocol for 5G System (5GS)".
3	Rationale
3.1	Background
Based on previous discussions, two solutions have been accepted by the TR as alternative solutions: solution#11 and solution#12. Solution#11 proposes that the users use their configured Access Identity only when they really need priority access. Solution#12 proposes to perform an intra-cell HO after RRC connection establishment and perform common procedures according to the operator’s policy.
During the last meeting, some concerns were brought up on solution #11 in S3-232429 which claims that (1) this solution may badly impact the priority function of other non-RAN functions, and (2) UEs may not be able to switch back to using a high priority access identity when it is needed.
3.2	Analysis
[bookmark: _Hlk114043379]On the first claim against solution#11, observe that only the RAN access is affected by RRC establishment causes "highPriorityAccess", "mps-PriorityAccess", and "mcs-PriorityAccess". For CN, based on the subscription information in the UDM, the network can identify whether the UE is a high-priority user or not, and then allocate high-priority resources. It is inappropriate for CN to use only the RRC establishment cause value to determine whether a UE is a high-priority UE, in that way, any attacker can report a high-priority cause to access the network and forge a high-priority UE to preempt network resources.
Furthermore, the CN disposes of independent congestion control mechanisms (i.e. mobility management congestion control, DNN based congestion control, S-NSSAI based congestion control, etc.), which is independent of the access barring checks on the RAN side.  When a non-RAN function is overloaded, the CN will reject some request according to the congestion control mechanisms, which has no impact to the access control of RAN. 
On the second claim against solution#11, in the scenario that UE uses a non-high priority since the network is not broadcasting any barring indication, if subsequently RAN broadcasts a barring indication, the UE can still switch to use a high priority access identity. This is because after UE receives the broadcasted barring control information, the UE will use its configured Access Identity which is high priority. Besides, if the UE is rejected after the RRCSetupRequest, the UE will also use its configured Access Identity.
4	Detailed proposal
[bookmark: _Hlk134434913]Hopefully the analysis above addresses the claims against solution#11.

