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1	Overall description
SA3 thanks CT1 for their LS Handling of access tokens provided by ECS to the EEC for accessing EES(s). SA3 would like to provide the following answers to CT1.
In their LS, in Q1, CT1 asked “Does SA3 note that the access token handling diverts from the way defined for 5GC and CAPIF? CT1 would also like to understand the reasons behind this.”
SA3 would like to explain that SA3 has not identified any use case or requirement where the EEC needs to partially access the EES API. In the future, if such use case or requirement is needed, the “scope” of the token can be used to enforce partial access.
In their LS, in Q2, CT1 asked “How are the needed scopes determined by the ECS to be provided to an EEC?”
SA3 would like to reply that, for the current release, how to limit the token scope at the ECS is not specified. However, SA3 would like to point out that an ECS implementation can use the content of the discovery request to determine what EES information to send to the EEC. SA3 expects that CT1 provides the capability for communicating such token scope to the EEC to support future standardization or implementation.
In their LS, in Q3, CT1 asked “Note that a particular EEC may need to access only a single EES API or only interact with a single EES, so is there any requirement to grant access tokens for the other APIs of an EES or for the other EESs?”
SA3 would like to reply that SA3 has not identified any use case or requirement where the EEC needs to be authorized for only a sub-set of the EES APIs. Service provisioning provides suitable EES(s) that fulfil UE requirements (e.g., based on AC profile(s), UE location, UE-specific service information, ECSP policy), and the information needed by the UE to access suitable EES(s). Whether the UE interacts or not with the suitable EES(s) is not decided by the ECS. It may be the case that the EEC chooses to only contact a sub-set of the provided EES(s) and SA3 has not identified a problem related to the EEC receiving tokens for EES(s) that the EEC chooses to not contact.
In their LS, in Q4, CT1 asked “Considering that present TS 33.558 indicates that this information is sent in the service response back to the EEC; what does it happen if the ECS cannot grant tokens for a particular EEC? Does the entire service provisioning request fail? How is this signalled to the EEC?”
SA3 would like to reply that, if the ECS cannot provide tokens for a particular EES, then information for the EES should not be provided in the Service Provisioning Response.


2	Actions
To CT1 
ACTION: 	SA3 kindly asks CT1 to take the above information into account.
3	Dates of next TSG SA WG 3 meetings
SA3#113	6-10 November 2023	Chicago, US
SA3#114	22-26 November 2023	TBD

