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1
Decision/action requested

Please approve the proposed conclusion for KI#1.
2
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3
Rationale

Based on available solutions conclusions are proposed for KI#1 in [1].
The conclusion proposes to use solution 3 when the EAP server is centrally deployed and solution 7 and 10 when the EAP server/authentication server is locally deployed.
This pCR is merged with the content from S3-232581.

4
Detailed proposal

Please accept the following changes to TR 33.882 [1]:

**** START OF CHANGE ****

7
Conclusions

Editor's note: This clause contains the agreed conclusions that will form the basis for any normative work.
7.1
Conclusions for KI#1

It is concluded that authentication of PINE is performed by the PIN without interaction with the 5GC. PINE authentication can be performed either by the PEGC or optionally by an authentication server that is accessible within the PIN (e.g. enterprise authentication server) as decided by the owner of the PIN. 

NOTE: The PIN includes PINE, PEGC, PEMC and accessible authentication servers. 

It is further concluded that no normative work is needed for the authentication requirement of this key issue.

Editor’s note: Whether informative description is needed to understand PINE authentication is FFS.

Editor's note: Further conclusions are FFS.
**** END OF CHANGE ****
