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*** Start Change ***
[bookmark: _Toc42174447][bookmark: _Toc42175457][bookmark: _Toc42176925][bookmark: _Toc98511830][bookmark: _Toc42174469][bookmark: _Toc42175479][bookmark: _Toc42176947][bookmark: _Toc98511853]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: _GoBack]……
[skipped for clarity]

[29]	3GPP TS 33.122: "Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs".
[xx]	3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture”.
[yy]	3GPP TS 33.246: "3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)”.

*** 2nd Change ***

5.1.X	Security for the network domain interfaces in EPS
Editor's Note: This clause will be updated based on the proposed objective.
A VAL UE shall perform the authentication and security mechanisms as specified in 3GPP TS 33.401 [xx] for LTE network access security.
To ensure security of the interfaces between network entities within a trusted domain and between trusted domains, 3GPP TS 33.210 [14] shall be applied to secure signalling messages on the reference points unless specified otherwise. SEG as specified in 3GPP TS 33.210 [14] may be used in the trusted domain to terminate the IPsec tunnel.


*** 3rd Change ***

5.Y	Security for inter-system switching between 5G and LTE
Editor's Note: This clause will be updated based on the proposed objective.
During inter-system mobility from 5G MBS session to LTE eMBMS/unicast bearer or from LTE eMBMS to 5G MBS sessions (either broadcast or multicast), when the target system is EPS, the security protection specified in TS 33.246 [yy] applies and when the target system is 5GS, the security protection specified in TS 33.501 [16] applies. 

5.Z	Security for  VAL services over 5GS supporting EPS interworking
Editor's Note: This clause will be updated based on the proposed objective.
The VAL server consumes the network resource management services from the NRM server. For the VAL services over 5GS supporting EPS interworking, the security mechanisms as specified in 3GPP TS 33.501 [16] are followed.

*** End Change ***

