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1	Decision/action requested
This contribution proposes to add the initial text for security architecture of Ranging/SL Positioning in TS 33.533.
2	References
[1]	TS 33.533 v0.0.0		Security aspects of ranging based services and sidelink positioning
3	Rationale
This pCR proposes to add the initial text for security architecture, functional entities and reference points for Ranging/SL positioning services in TS 33.533 [1].
4	Detailed proposal
[bookmark: _Toc131515741]*************** Start of the 1st Change ****************
[bookmark: _Toc131515736]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]	3GPP TS 23.586: "Ranging based services and Sidelink Positioning".
[y]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[z]	3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".
*************** Start of the 2nd Change ****************
4	Overview of security architecture
[bookmark: _Toc131515742]4.1	General
Editor's Note: This clause introduces the security architecture supporting the protection of Ranging/SL positioning services, based on the architectural reference model defined in SA2 specification.
[bookmark: _Toc131515743]The overall architecture for Ranging/SL Positioning is specified in clause 4.2 of TS 23.586 [x], which involves the LCS architecture specified in TS 23.273 [y] and 5G Prose architecture specified in TS 23.304 [z]. The reference architecture also supports roaming scenario and inter-PLMN scenario.
Based on the architecture specified in TS 23.586 [x], the security architecture for Ranging/SL Positioning also supports roaming and inter-PLMN scenario, and reuses the security architecture of 5G ProSe services and security architecture of LCS services with necessary enhancements or adaptations.
4.2	Functional entities and reference points
[bookmark: _Toc106364470][bookmark: _Toc122102847]Editor's Note: This clause introduces the security related functional entities involved in the architecture and the reference points supported by the functional entities. 
[bookmark: _Toc131515744]4.2.1	Functional entities
Editor's Note: This sub-clause describes the functional requirements supported by the security related entities involved in the architecture. 
[bookmark: _Toc131515745][bookmark: _GoBack]4.2.2	Reference points
Editor's Note: This sub-clause describes the reference points supported by the functional entities introduced in clause 4.2.1. 
In addition to the reference points specified in clause 4.2 of TS 23.586 [x], the following reference points are added or enhanced for supporting Ranging/SL positioning security architecture:
NL6:	The reference point between the UDM and the GMLC. It is used to transport the UE privacy profile to GMLC for authorization of Ranging/SL Positioning service exposure.
Editor's Note: more reference points supporting Ranging/SL positioning security architecture are FFS. 

*************** End of the Change ****************

