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1	Decision/action requested
This contribution proposes PCF-specific security requirements and related test cases
2	References
[1]	3GPP TS 33.528 Security Assurance Specification (SCAS) for the Policy Control Function (PCF) v0.1.0
[2]	3GPP TS 33.117: "Catalogue of general security assurance requirements"
3	Rationale
This contribution proposes PCF-specific adaptations of security functional requirements, hardening requirements, basic vulnerability testing requirements and related test cases to draft TS [1] chapter 4.
4	Detailed proposal
It is proposed that SA3 approved the below changes for inclusion in the TS [1].

**** START OF CHANGES ****
[bookmark: _Toc125365625]4	PCF-specific security requirements and related test cases
[bookmark: _Toc125365627]4.2	PCF-specific adaptations of security functional requirements and related test cases
[bookmark: _Toc125365628]There are no PCF-specific additions to clause 4.2 of TS 33.117 [2].

4.3 PCF-specific adaptations of hardening requirements and related test cases.
There are no PCF-specific additions to clause 4.3 of TS 33.117 [2].

[bookmark: _Toc19696908][bookmark: _Toc26876902][bookmark: _Toc35529532][bookmark: _Toc35529623][bookmark: _Toc51230293][bookmark: _Toc125365652]4.4	PCF-specific adaptations of basic vulnerability testing requirements and related test cases
There are no PCF-specific additions to clause 4.4 of TS 33.117 [2].

**** END OF CHANGES ****
