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[bookmark: _Toc11239260]********** START OF 1st CHANGE **********
[bookmark: _Toc51168552][bookmark: _Toc92816678]Annex ZZ (informative):
Security aspects AI/ML-based services and applications in 5G system
[bookmark: _Toc45029037][bookmark: _Toc45274702][bookmark: _Toc45275290][bookmark: _Toc51168548][bookmark: _Toc92816674]ZZ.1	General
This annex describes security aspects of AI/ML-based services and application in 5G system.
[bookmark: _Toc45029038][bookmark: _Toc45274703][bookmark: _Toc45275291][bookmark: _Toc51168549][bookmark: _Toc92816675][bookmark: _Hlk39001993]ZZ.2	Authorization of AF accessing 5GC assistance information
[bookmark: _Toc45029039][bookmark: _Toc45274704][bookmark: _Toc45275292][bookmark: _Toc51168550][bookmark: _Toc92816676]5GC assistance information exposure to external AF in the data network is authorized by reusing the OAuth-based authorization mechanism as described in clause 12.4 of the present document. If CAPIF is used, authorization method for 5GC assistance information exposure to AF defined in clause 12.5 of the present document is reused.
ZZ.3	User consent in AF accessing 5GC assistance information
When AF accesses 5GC assistance information that is deemed to be user privacy-sensitive, it is assumed that the user consent is provided to the AF using means outside the scope of 3GPP (e.g., in application layer). In this case, there is no action to be taken in the 5G system.
********** END OF CHANGE **********

