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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
3	Rationale
The padding-based solutions to KI #1 pass both the evaluation criteria set in the KI (Clause 5.1.3) – they support various authentication methods, including TLS-based EAP methods and are compatible with already provisioned SUPIs. In addition, padding-based solutions are resilient to any future changes in the length of NAI format SUPIs. With a padding-based solution, an operator can function with variable-length NAI format SUPIs -- instead of choosing a fixed length for all NAI-format SUPIs, which the operator may need/want to change in the future for various reasons. 
4	Detailed proposal
*** 1st CHANGE ***
[bookmark: _Toc119921542][bookmark: _Toc116914184]7	Conclusions
7.1	Conclusion to KI #1: Privacy aspects of variable length user identifiers
The following conclusions are made:
-	A NOTE will be added to TS 33.501 [3] articulating the privacy risk of using variable-length NAI-format SUPIs
- 	For operators that intend to use fixed-length NAI-format SUPIs, a NOTE will be added to TS 33.501 [3] recommending how to choose fixed-length NAI-format SUPIs – for example, by padding or truncating the variable-length NAI-format SUPIs.
-	A padding-based solution will be chosen as a basis of normative work to enable the operators that intend to use variable length NAI format SUPIs.
-	Padding of a SUPI or the TLS record that carries the SUPI-containing TLS certificate is done by the UE. 
-	The necessary padding parameters are provisioned to the UE (USIM and/or ME) by the operator. 
-	The network unpads the padded SUPI. 
-	The padded SUPI itself carries the necessary information needed for unpadding by the network. This is achieved by, for example, doing the padding with a special character that is not allowed in the SUPI.

*** END OF CHANGES ***

