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[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System".
……
[skipped for clarity]
[xx]	IETF RFC 4555 (2006-06): "RFC IKEv2 Mobility and Multihoming Protocol (MOBIKE)".

******************Next Change*********************

M.x	IAB inter-CU topology adaptation and backhaul RLF recovery procedure
In case of the inter-CU migration as specified in clause 8.17.3 and 8.17.4 in TS 38.401 [78], the IAB-MT is migrated from a source IAB-donor-CU to a target IAB-donor-CU. The migrating IAB-node becomes a boundary IAB-node since its IAB-DU retains F1AP with the source IAB-donor-CU after its IAB-MT obtains RRC connectivity with the target IAB-donor-CU (c.f. TS 38.401 [78]). The F1-C and F1-U connection between the migrating/descendant/Recovery IAB-node and the source/Initial IAB-donor-CU are switched to the target path using the new IP address information of the migrating/descendant/Recovery IAB-node as specified in TS 38.401 [78]. 
For IAB inter-CU topology adaptation and backhaul RLF recovery procedures, if dynamic PSK computation for IKEv2 PSK authentication is used, then new IKEv2 between migrating/descendant/Recovery IAB-node and the source/Initial IAB-donor-CU may be performed using the KIAB associated with the old IP address as the PSK for the corresponding new IP address. 
- In case IPsec tunnel mode is used for F1 interface protection, the migrating/descendant/Recovery IAB-node may use MOBIKE (IETF RFC 4555 [xx]) to migrate the IPsec tunnel to the new IP outer addresses as specified in TS 38.401 [78]. 
- If IPSec transport mode is used and multiple IKEv2 SAs are established between the migrating/descendant/recovery IAB-node and the source IAB-donor-CU (for each assigned TNL addresses of the IAB node), then a new IKEv2 procedures between migrating/descendant IAB-node and the source IAB-donor-CU may be performed using the stored KIAB as the PSK. 
In case of inter-CU topology adaptation & Backhaul RLF recovery, for F1-C connections, the target/new IAB-donor-CU shall provide the mapping of the old and new IP address information it wants to use for F1-C traffic to the source/initial IAB-donor-CU and the migrating/descendant/recovery IAB-node. For F1-U connections, the migrating/descendant/recovery IAB-node shall report the mapping of the old and new IP address information it wants to use for F1-U traffic to the source/initial IAB-donor-CU, via the gNB-DU CONFIGURATION UPDATE message. Based on the mapping information, the initial IAB-donor-CU shall use the KIAB associated with the old IP address as PSK for IKEv2 to establish secure F1 interface for the corresponding new IP address.
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