3GPP TSG-SA3 Meeting #111 
S3-232903
Berlin, Germany, 22 - 26 May 2023












(revision of S3-yyxxxx)
Source:
Ericsson
Title:
Security aspects of access to localized services
Document for:
Approval

Agenda Item:
4.24
1
Decision/action requested

It is proposed to add the proposed changes to the living document [1]
2
References

[1]
S3-232418 "Living document for eNPN_Ph2 (Security aspects of enhanced support of Non-Public Networks phase 2)"

[2]
SP-230156 "New WID on Security aspects of support of Non-Public Networks phase 2"
3
Rationale

This change request to the living document [1] proposes to describe security aspects of access to localized services in informative text, as described in the objectives of the work item [2] ("Security aspects of access to localized services can be described in informative text.")
4
Detailed proposal

*** BEGIN CHANGES ***

I.X 
Security for access to SNPN services via Non-3GPP access

I.X.1
General

Access to SNPN services via Non-3GPP access is described in TS 23.501 [2], sub-clauses of clause 5.30.2. Security for non-3GPP access to the 5G core network of PLMN is described in clause 7 and Annex S of this specification. The present clause describes changes and additions that apply in the SNPN case.
I.X.2 
Security for access to SNPN services via Untrusted non-3GPP access

I.X.3 
Security for access to SNPN services via Trusted non-3GPP access

I.X.4 
Security for access to SNPN services for N5CW devices
I.X.5 
Security for NSWO support in SNPN 

I.X.5.1 
NSWO support in SNPN without CH 
I.X.5.2 
NSWO support in SNPN using CH with AUSF/UDM

I.X.5.3 
NSWO support in SNPN using CH with AAA server

I.Y

Security aspects of access to localized services
The authentication procedures described in this document can be used for authentication for UE access to hosting network as described in Annex N of TS 23.501 [2].
*** END CHANGES ***
