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1
Decision/action requested

Approve addition of the pCR to TR 33.848
2
References

[1]
3GPP TS 33.848 SON Security Aspects; Study on Security Impacts of Virtualisation (Release 18)
3
Rationale

Update the evaluation of Solution 4 with the new key issues and make the internal and external actions clear.
4
Detailed Proposal

***************************************      Start Changes   **************************************

6.5.3
Evaluation

This solution addresses key issues #6, #7, #15 and #25.

HMEEs provide enhanced security assurance in the NFVI and can serve as a root of trust. Several 3GPP NFs require strong security to protect key security assets, HMEEs could be capable of this level of security.  The detailed definition of HMEE's is outside the scope of 3GPP, however the requirements that 3GPP have for the security of 3GPP NFs is in scope for 3GPP.  It is recommended that the 3GPP requirements on services, such as HMEEs, should be detailed in a 3GPP 900 series TR.
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