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	According to conclusions for discovery security in the clause 7.9 inTR33.839, we have agreed to reuse security aspects on DNS for 5G defined in TS 33.501 [7] informative annex P.2 for normative phase. However, the related security requirement and security information provisioning for EASDF is missing.
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*** Start of Change ***
[bookmark: _Toc122100604]Annex T (normative):
Security for edge computing
[bookmark: _Toc122100605]T.1	General
The 5G Edge computing service is described in 3GPP TS 23.548 [98]. It defines the enhancements of 5G System to support Edge Computing.
In non-roaming case, when EASDF is used for DNS server for EAS discovery, DNS over (D)TLS specified in Annex P of this document should be used to protect the discovery message between UE and EASDF. EASDF should support DNS over (D)TLS, as specified in RFC 7858 [21] and RFC 8310 [22]. The core network may be used to configure the EASDF security information (credentials to authenticate the DNS server, supported security mechanisms, port number, etc.) to the UE for (D)TLS as follows:
· The SMF is preconfigured with the EASDF security information.
· The SMF provides the EASDF security information via PCO to the UE during the PDU session establishment or modification procedure when the SMF determines to use an EASDF for EAS discovery.
*** End of Change ***

