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1
Decision/action requested

Approve the changes in clause 4 for inclusion in the living document: draftCR to TS 33.558.
2
References

[1]
3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications".
3
Rationale 
It was agreed in SA3 that using TLS to protect the EDGE10 interface.
4
Detailed proposal

Approve the changes below for inclusion in the living document: draftCR to TS 33.558. The latest approved version available in S3-232217.

**** Start of Changes****
6.1
Security for the EDGE interfaces
For the interfaces (EDGE-1/4), the EEC, EES and ECS shall support and use HTTP/2 with "https" URIs as specified in RFC 9113 [19] and RFC 9110 [20]. In addition, the TLS profile shall be compliant with the profile given in clause 6.2 of TS 33.210 [2] . 
For the interfaces EDGE-2/7/8, 

-
If the NEF APIs are selected, security aspects of Network Exposure Function including the protection of NEF-AF interface and support of CAPIF defined in TS 33.501 clause 12 [2] shall be reused, i.e., use of TLS.

-
If the SCEF APIs are selected, the Security procedures for reference point SCEF-SCS/AS defined in TS 33.187 clause 5.5 [3] can be reused here, i.e., use of TLS.

For the interfaces (EDGE-3/6/9/10), the EAS, EES and ECS shall support and use HTTP/2 with "https" URIs as specified in RFC 9113 [19] and RFC 9110 [20]. In addition, the TLS profile shall be compliant with the profile given in clause 6.2 of TS 33.210 [2] . 
**** End of Changes****

