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1
Decision/action requested

Approve the changes in clause 4 for inclusion in TS 33.526 [1].
2
References

[1]
3GPP TR 33.526 "Security Assurance Specification for the Management Function (MnF)"

3
Rationale

This contribution proposes the following updates to clause 4.2.2. For the EN part on the dependency with the SA5 MSAC topic. Since MSAC is a Rel-18 topic, it is proposed to cover it under the Rel-19 SCAS maintenance work and rsolve that part on the EN. The other change consists in moving the test case related to the management data transimission under a more appropriate clause. The Editor's Note is kept for editorial maintenance since the missing references are included in a CR to be approved in the same time as the TS. The plan is to remove it in a subsequent meeting once the CR is agreed and the references are fixed. 
4
Detailed proposal

It is proposed to approve the following changes for inclusion in TS 33.526 [1].

**** Start of Changes****

4.2.2
Security functional requirements on the MnF deriving from 3GPP specifications and related test cases

The requirements and test cases in TS 33.117 [3] clause 4.2.2 apply to the MnF network product class with the following considerations:

· The requirements and test cases in TS 33.117 [3] clause 4.2.2.2 are not applicable if the product does not support SBI interfaces.



**** Next Changes****

4.2.3.2.4
Protecting data and information in transfer 
There are no MnF-specific additions to clause 4.2.3.2.4 of TS 33.117 [3].
The test case can also address the MnF-specific threat "Unprotected Management data during transmission" of clause x in TR 33.926 [2].

Editor's Note: The exact reference for the threat is tbc.
**** End of Changes****

