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************* Start of 1st Change *************
[bookmark: _Toc129960227][bookmark: _Toc51245750]6.4.3	KAF refresh
There is no support for an explicit KAF refresh procedure in this document. If a primary authentication does not take place, the KAUSF, KAKMA and KAF remain unchanged since the latest primary authentication.
The KAF can be refreshed by the KAKMA refresh defined in clause 6.4.x.
Ua* protocol may support refresh of derived session keys from KAF. If the Ua* protocol supports the refresh of derived session keys from KAF, the AF may refresh the KAF at any time using the Ua* protocol.
NOTE:	How a fresh key is derived for AKMA is up to Ua* protocol implementation.

************* End of 1st Change *************
************* Start of 2nd Change *************

6.4.x	KAKMA refresh
The AAnF may decide to refresh the KAKMA based on local policy and/or other factors. One of the factors is when the AAnF receives the Naanf_AKMA_ApplicationKey_Get request message with the used A-KID by the same AF. 

************* End of Change *************


