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1	Impacts
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	x
	

	No
	X
	
	x
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	x
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item 
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	SEALDD
	SA6
	970037	
	Stage 2 of SEAL DD



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	850019
	Security aspects of SEAL
	Rel-16 SA3 work item on security aspects.




3	Justification
[bookmark: _GoBack]SEAL Data Delivery (SEALDD) enabler is specified by SA6 in TS 23.433 as one of the functionalities of SEAL services specified in 3GPP TS 23.434. The intention of SEALDD is to offer a data delivery enabler to satisfy diverse application content distribution and delivery requirements from various vertical applications using 3GPP systems, including functionalities of connection management, E2E redundant transmission, data storage, data transmission quality measurement, etc.
Based on the SEALDD services in TS 23.433, SA3 needs to evaluate and address the related security aspects. The security aspects may be resolved based on existing SEAL security mechanisms with potential enhancement. Thus normative work is proposed to be established in SA3 for specifying the security aspects of SEALDD.
4	Objective
This work item will address the SA3 normative security work for the SEALDD enabler based on the output of SA6 as specified in TS 23.433, namely:
· Security aspects for End-to-End data transmission in SEALDD. 
· the authentication and authorisation for SEALDD functionalities.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 33.434
	Security aspects of Service Enabler Architecture Layer (SEAL) for verticals
	 SA#101 (Sept 2023)
	



6	Work item Rapporteur(s)
Ao Lei, Huawei, leiao@huawei.com
7	Work item leadership
SA3
8	Aspects that involve other WGs
SA6 and CT1 will need to refer to the updated SA3 specification for newly defined procedures.
9	Supporting Individual Members

	Supporting IM name

	Huawei

	HiSilicon

	China Mobile

	Samsung

	

	



