3GPP TSG-SA3 Meeting #111 
S3-232698
Berlin, Germany, 22 - 26 May 2023
Source:
Huawei, HiSilicon
Title:
Authorization of selection of participant NWDAF instances in the Federated Learning group
Document for:
Approval

Agenda Item:
4.23
1
Decision/action requested

Approve the changes in clause X.b for inclusion in the living document: draftCR to TS 33.501.
2
References

[1]
3GPP TS 33.501: "Security aspects of enhancement of support for enabling edge applications".
3
Rationale 
It was agreed in SA3 that reusing SBA OAuth 2.0 token-based authorization to authorize the selection of participant NWDAF instances in the Federated Learning group. 
4
Detailed proposal

Approve the changes below for inclusion in the living document: draftCR to TS 33.501. The latest approved version available in S3-232189.

**** Start of Changes****

X.b
Authorization of selection of participant NWDAF instances in the Federated Learning group 

Editor’s Note: This clause captures the authorization of selection of participant NWDAF instances in the Federated Learning group.
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Figure X.Y-1: Authorization of selection of participant NWDAF instances in the Federated Learning group
1. Server NWDAF shall send a request to the NRF including Interoperability Indicator, Service Area, FL capability information including FL capability Type (i.e. FL server or FL client) to receive an access token to request services of  Client NWDAF, to be used for Federated learning.

2. The NRF shall generate access token after verifying the request parameters including Interoperability Indicator, Service Area, FL capability information including FL capability Type (i.e. FL server or FL client). 

3. The NRF sends the access token to the Server NWDAF.

4. Server NWDAF sends Federated Learning preparation request to the Client NWDAF(s) with access token.

5. Client NWDAF(s) verify the access token and decide to join Fedreated Learning or not.
6. Client NWDAF(s) send response to Server NWDAF.
**** End of Changes****

