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1	Overall description
SA3 thanks SA6 for the LS on resolving the target KMS URI for a migrated MC service user.  SA3 has provided the following answers to SA6 questions.  
Q1)	In the presented scenario, can the calling user trust on the KMS URI provided by its MCX server?
A1)	In general, it is acceptable from a security perspective for the MCX Server to optionally provide the KMS URI of a target user to the calling client taking into account A2.

Q2)	Can SA3 recommend at least one trusted method to provide the MC Client with the needed KMS URI information?
[bookmark: _GoBack]A2)	Currently, the only standardized method to provide the calling MC Client with the needed KMS URI information is the KMS Lookup procedure defined in 33.180 (clause D.2.7).  If the KMS URI provided by the MC Service server to the calling MC Client is checked against the permitted Migration KMS list by the calling MC Client, then it is acceptable for the calling MC Client to trust the KMS URI. The permitted Migration KMS list is a set of allowed target KMS URI that is provided by the KMS to its clients.  
2	Actions
To: SA6 
ACTION: 	SA3 kindly asks SA6 to take the above information into account.

3	Dates of next TSG SA WG 3 meetings
SA3#112	14 -18 August 2023	Goteborg (Sweden)
SA3#113	6 -10 November 2023	Chicago, US
