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**** START OF CHANGE ****
[bookmark: _Toc129960225][bookmark: _Toc42177188][bookmark: _Toc51245748][bookmark: _Toc42179540][bookmark: _Toc42246813]6.4.1	KAKMA re-keying
KAKMA shall be re-keyed by running a successful primary authentication as described in clause 6.1.
KAKMA shall be re-keyed by running a successful home network triggered primary authentication as described in clause 6.1.X of TS 33.501[2].
**** END OF CHANGE ****

