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1	Decision/action requested
It is requested to approve the new conclusion in this pCR.
2	References
[1]	S3-232418. Living document for eNPN_Ph2 (Security aspects of enhanced support of Non-Public Networks phase 2). 
3	Rationale
This pCR updates the living document for eNPN_Ph2 [1] with the procedure for N5CW devices using Credential Holder AAA server for primary authentication. 
4	Detailed proposal
[bookmark: _Toc128408023]**** START OF CHANGE ****
[bookmark: _Toc133224666]I.X.4.Y	Credentials Holder using AAA server for primary authentication
N5CW devices may use the credentials from a Credentials Holder AAA server to access SNPN services via trusted WLAN access newtorks. 
[image: ]
Figure I.X.2.Y-1: Procedure for trusted WLAN access using Credentials Holder AAA Server
0  prior conditions and assumptions are described in step 0 in clauses 7A.2.4 and I.2.2.2.2. 
1-5 as specified in clause 7A.2.4. In addition, if the EAP method supports privacy and the UE is configured to use anonymous SUCI, the UE may send an anonymous value SUCI based on configuration.
6-8  are replaced by the steps 3-15 in clause I.2.2.2.2.
9-14  as specified in clause 7A.2.4.
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6-8  (replaced by steps 3-15 in clause I.2.2.2.2) 



NSSAAF AAA
Server



9-14 (as specified in clause 7A.2.4)
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1-5 (as specified in clause 7A.2.4)
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