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	Missing details on access token request handling by NRF, therefore cat F.

TR 33.875 analysis in key issue #11 how NRF authorizes the access token request. It was concluded that a normative clarification is needed along the lines:
The NRF can validate NF instance ID in access token request to the registered Oauth 2.0 client instance ID.
If the certificate and/or NF profile is available to NRF, the NRF validates information presented in the access token request (i.e., NF instance ID, NF type, PLMN ID) needs to match against the same information in the certificate and/or profile.
If the validation fails, NRF rejects access token request. 
NOTE: This is assumed that NF instance ID, NF type and PLMN ID are mandatory parameters in the certificate.
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5.9.2.2	NRF security requirements
The Network Repository Function (NRF) receives NF Discovery Request from an NF instance, provides the information of the discovered NF instances to the NF instance, and maintains NF profiles. The NRF receives from NF Service Consumers or SCPs access token requests for service consumption and provides authorization tokens. 
The NRF shall act as authorization server.

The following NRF service-based architecture security requirements shall apply:
NRF and NFs that are requesting service shall be mutually authenticated. 
NRF may provide authentication and authorization to NFs for establishing secure communication between each other other.
If the OAuth 2.0 framework is used, the OAuth 2.0 client is registered to NRF. If an NF requests an OAuth 2.0 access token, the NRF shall match the NF instance ID in the access token request to the NF's OAuth 2.0 client ID.
If the TLS certificate as specified in 3GPP TS 33.310 of the NF Service Consumer is available to the NRF or the NF Service Consumer acts also as producer and, hence, has registered a NF profile, the NRF may also match the information presented in the access token request (i.e., NF instance ID, NF type, PLMN ID) to the information in the certificate and/or profile. In case of failure, the NRF rejects the access token request. 
NOTE: It is operator policy whether these additional checks are done.
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