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*************** Start of the changes ****************

X.y
Authorization of selection of participant NWDAF instances in the Federated Learning group 
Editor’s Note: This clause captures the authorization of selection of participant NWDAF instances in the Federated Learning group.
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Figure X.y-1: authorization of selection of participant NWDAF instances in the FL group
Step 1: NWDAF registers to NRF with its FL related information including Analytics ID(s), FL capability type (i.e. FL server or FL clients). When the NWDAF serves as a FL client, the interoperability indicator per Analytics ID need to be included.

NOTE: 
To achieve more fine-grained authorization than vendor granularity, the client NWDAF may add the list of permitted FL servers per Analytics ID during registration.  

Step 2: Server NWDAF sends discovery request to NRF to find client NWDAFs for an Analytics ID.

Step 3: NRF returns candidate client NWDAFs that match the discovery request.

Step 4: Server NWDAF sends access token requests, which include the Analytics ID, to NRF for each selected client NWDAFs of the Analytics ID.

Step 5: the NRF checks if the Server NWDAF’s vendor ID is within the client NWDAF’s interoperability indicator for this Analytics ID. If authorized, the NRF issues access token which include the Analytics ID.

NOTE: 
When the client NWDAF adds the list of permitted FL servers for this Analytics ID during registration, the NRF will further check if the server NWDAF is on the list before issuing access token.  

*************** End of the changes ****************

