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1
Decision/action requested

It is requested to approve the KI3 and related solution and conclusion update
2
References
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3
Rationale

As concluded in the 5WWC TR (solution 11) for KI3, TNGF and N3IWF redirection information needs to be protected while sending it to UE. Therefore, solution 11 suggests that first IPSec needs to be created, then TNGF redirect information needs to be transferred.
However

· TS 33.501, Section 7A.2.1 defines that the AMF and UE interfaces are protected by NAS SMC (integrity protected) at step 9. So the interface between UE and AMF is integrity protected and ciphered after step 9b (i.e. at step 10).
· TS 33.501, Section 7.2.1 defines that the AMF and UE interfaces are protected by NAS SMC (integrity protected) at step 11. So the interface between UE and AMF is integrity protected and ciphered after step 11 
· SA2 has decided to send redirect information via Registration Reject. If we reject the UE access at AMF and we still have to create an SA and Child SA, then it will cause unnecessary signalling and resource waste at the UE and TNGF.

Therefore, we believe NAS SMC is sufficient to deliver Registration Reject and we don’t need to create IPSec tunnel. So, updating the KI1’s conclusion so that TR conclusion will not the wrong impression. Actual solution can be decided in the normative phase. 

7.3
Key issue #3: Security aspect of slice information exposure of N3IWF/TNGF

For both TNGF and N3IWF, solution #11 is the basis for normative work. However, whether IPSec is needed, or NAS SMC is sufficient is to be decided in the normative phase.
