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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
2	References
[1]	3GPP TS 33.117, Catalogue of general security assurance requirements, Release 17
3	Rationale
3GPP defined management functions may use other authentication methods to authenticate the client.

4	Detailed proposal
[bookmark: _Toc128491102]
	**** START OF FIRST CHANGE ****
[bookmark: _Toc128491071]4.2.2	Security functional requirements on the MnF deriving from 3GPP specifications and related test cases
The requirement and test case in TS 33.117 [3] clause 4.2.2.2.2 apply to the MnF network product class with the following two exceptions:. 
(1) For 3GPP based MnF implementations (refer to [x2] and [x3]) the support of HTTP/1 is required and therefore is to be tested.
(2) TLS based mutual authentication may not be applicable for management function.
The test case can also address the MnF-specific threat "Unprotected Management data during transmission".
Editor's Note: The exact reference for the threat is tbc and this may depend on the work of SA5 on MSAC in relation to TLS.

**** END OF FIRST CHANGE ****
	**** START OF Second CHANGE ****


[x1]	Hypertext Transfer Protocol Version 2 (HTTP/2), May 2015
[x2]	3GPP TS 32.156, Telecommunication management; Fixed Mobile Convergence (FMC) Model repertoire
[x3]	3GPP 28.532, Management and orchestration; Generic management services;


**** END OF Second CHANGE ****

