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1. Overall Description:
[bookmark: _Hlk46758011]SA6 has been discussing on how the calling user of a private call can resolve the KMS URI for a called user that has migrated to another security domain.

A proposal was presented on how to optimize the process by avoiding the use of KMS lookup procedure, in certain conditions.

Discussion paper and a CR are attached to this LS:

S6-230771 - discussion paper on Resolving the target KMS URI for a migrated MC service user
S6-231348_0811_0769_0447_CR_Rel-18_TS23.280-Resolving the target KMS URI for a migrated MC service user

During the discussion some companies presented their concerns on the potential security threats this optimization might create. In particular, as the migration in this scenario happens to another security domain, the questions were:

Q1)	In the presented scenario, can the calling user trust on the KMS URI provided by its MCX server?

or

Q2)	Can SA3 recommend at least one trusted method to provide the MC Client with the needed KMS URI information?

2. Actions:
To SA3:
ACTION: 	SA6 kindly asks SA3 to answer the above questions Q1 and Q2

3. Date of Next TSG-SA WG6 Meetings:
	SA6#55
	22 – 26 May 2023
	Berlin, Germany
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	21 – 25 August 2023
	Gothenburg, Sweden




