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1	Overall description
SA3 thanks SA2 for informing us of the latest status of FS_Ranging_SL feature.
SA3 are developing the solutions for security and privacy protection and authorization for Ranging/Sidelink Positioning service operations and exposure. SA3 will inform SA2 of any architecture impact for alignment once the security definitions and procedures have been agreed during our normative work.
Regarding the issues identified by SA2, SA3 would like to provide the following answers:
Q1: 	Is there privacy concern when the SL Positioning Client UE or the application server sends application layer UE identity in the service request for the 5GC to identify the Target UE/SL Reference UE? 
Answer 1:	If application layer UE identities of the UEs (e.g. Target UE/SL Reference UE) are provided to the 5GC by the SL Positioning Client UE or application server in the service request, the 5GC needs to map the application layer UE identities into network layer UE identities (e.g. SUPI) for identifying the UEs. The privacy concern is that, when the 5GC (e.g. LMF) triggers one of the UEs (e.g. SL Reference UE) for the requested Ranging/SL positioning service, it cannot provide the network layer UE identities of the other UE(s) (e.g. Target UE) to the UE being triggered (e.g. SL Reference UE). 
Q2: 	In Network assisted Ranging/Sidlink Positioning procedure, the Target UE reports the identity of the Located UE(s) to the LMF. Concerning privacy of the Located UE in such case, what identity of the Located UE(s) should be sent by the Target UE to the LMF?
Answer 2:	The Target UE shall report to the LMF the identity of Located UE which is provided to the Target UE by the Located UE itself. Concerning privacy of the Located UE, the Located UE shall not provide its network layer identity (i.e. SUPI) to the Target UE for reporting to the LMF.
Q3:	When the Target UE selects a UE as the Located UE during discovery, privacy aspects of exposing the location of the UE (e.g. to the Target UE) may need to be studied by SA3.
Answer 3:	SA3 has identified the privacy issue and is developing the solutions to ensure that the Located UE(s) with privacy concern will not be discovered and selected by the Target UE.
Q4:	For Ranging/SL positioning service exposure to the SL positioning client UE, either through PC5 or through the 5GC network, privacy aspects of exposing the location of the Target UE/SL Reference UE may need to be studied by SA3.
Answer 4:	SA3 has identified the privacy issue and is developing the solutions to ensure that the location of the Target/SL Reference UEs with privacy concern will not be exposed to the SL Positioning Client UE, either through PC5 or through the 5GC network.
2	Actions
To SA2 
ACTION: 	Take the above SA3 answers into consideration

3	Dates of next TSG SA WG 3 meetings
SA3#112	14 -18 August 2023	Goteborg (Sweden)
SA3#113	6 -10 November 2023	Chicago, US

