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Decision/action requested

It is requested to approve the resolution of an EN. 
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Rationale

As part of TR 33.887[1], it’s been identified that the process described in TS 33.501 [2] clause 7A.2.4 isn’t feasible due to the need for awareness of the NAS count in the non-NAS aware device. CR S3-232525 propose a solution to solve the issue and therefore, this pCR is proposes to remove the EN if S3-232525 is accepted.
4
Detailed proposal

************ START OF CHANGES ************

7.1.4 
Conclusion for N5CW device access to SNPN

Solution #4 is selected as basis for normative work with regards to the aspects:

- 
Support for all key generating EAP-methods

- 
Support for usage of anonymous SUCI if the construction of SUCI as described in clause 6.12 of TS 33.501 [2] cannot be used and if the employed EAP method supports privacy.

- 
Support for SNPN Id (PLMN Id and NID) carried in NAI

-     Support for credential holder using AAA server for primary authentication, as specified in clause I.2.2.2 of TS 33.501 [4]. 

-    Support for Credentials Holder using AUSF and UDM for primary authentication, as specified in clause I.2.4 of TS 33.501 [4].

Editor’s Note: Further conclusions are FFS.

************ END OF CHANGES **********
