3GPP TSG-SA3 Meeting #111 
S3-232557
Berlin, Germany, 22 - 26 May 2023
Source:
Qualcomm Incorporated, CableLabs, Broadcom
Title:
Proposed conclusion for KI#4
Document for:
Approval

Agenda Item:
5.13
1
Decision/action requested

This contribution proposes a conclusion for KI#4 in the WWC TR. 
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3
Rationale

Solution #7 is based on IEEE 802.11r standard (Fast BSS Transition) and has several benefits: 

•
It leverages the fast transition provided by IEEE 802.11r, which is faster. For example, 802.11r carries FT information within the preauthentication and reassociation frames, allowing a UE to connect to the second TNAP without requiring any EAP message (e.g., without requiring EAP Request/Identity). 802.11r also allows to bypass the WLAN 4-way handshaking, making it even faster. 

•
It relies on the security of IEEE 802.11r, which has been accepted by the industry. 

Therefore, this contribution proposes to conclude that Solution #7 is taken as the basis for normative work for KI#4 in TR 33.887 [1] for security aspect of TNAP mobility without full authentication. 
4
Detailed proposal

It is proposed to include the below pCR in the TS [1]. 
**** START OF CHANGES ****

7.3
Key issue #3: Security aspect of slice information exposure of N3IWF/TNGF

For both TNGF and N3IWF, solution #11 is the basis for normative work.
7.4
Key issue #4: Security aspect of TNAP mobility without full authentication
It is concluded that solution #7 is taken as the basis for normative work.
7.5
Key issue #5: Authentication of UE connecting to RG using NSWO


It is concluded that solution #12 is used as the basis for normative work. 
**** END OF CHANGES ****

