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Observation # 1 
[bookmark: _Hlk114043379]Since Rel-16, subscriptions (e.g., NPN subscriptions) have already been assigned NAI SUPIs of variable and unequal length that reflect the names that the end-users of those NPN subscriptions are using.  If we assume that operators will now move to a scheme where usernames are all of the equal length, then this would require users to be assigned new SUPIs when they upgrade devices. 
This is a “configuration solution” that can address KI#1 requirements. However, on close inspection, the “configuration solution” suffers from the following shortcomings:
· Some SLAs between the MNO and their end users may stipulate that SUPIs are customer-selected. This use case is especially important for NPNs. In these cases, the wholesale update of the existing SUPIs that include variable-length ones with new fixed-length SUPIs will go against agreed SLAs.
· Updating a few dozen existing SUPIs may seem like a trivial task. It would be prudent to expect that such an update process may take a significant time and some SUPIs in UEs might never be updated. Therefore, a wholesale update of a large number of existing SUPIs with new ones presents a heavy burden on the operator’s network and necessitates the need to have multiple records in the UDM for old and new SUPIs.
Observation # 2
The operators may use SUPIs in NAI format that are provided by an NPN service provider. Such operators may require that SUPI privacy support regardless of format should be provided "out of the box" by the 5GS as an option to ensure compatibility with already-provisioned SUPIs and allow the use of these SUPIs in NAI format as is.
Observation # 3
The padding-based solutions to KI #1 pass both the evaluation criteria set in the KI (Clause 5.1.3) – they support various authentication methods, including TLS-based EAP methods, and are compatible with already-provisioned SUPIs. In addition, padding-based solutions are resilient to any future changes in the length of NAI format SUPIs. With a padding-based solution, an operator can function with variable-length NAI format SUPIs -- instead of choosing a fixed length for all NAI-format SUPIs, which the operator may need/want to change in the future for various reasons.
                                                                            ---------------------------------------
Proposal
In the Conclusions for KI#1, address both, the “configuration solution” and “padding solution” as two available options for addressing KI#1.
