3GPP TSG-SA3 Meeting #111 
S3-232486
22-26 May 2023, Berlin











Source:
InterDigital
Title:
Solution Evaluation for AIML AF Authorization Policy Management
Agenda Item:
5.20
1
Decision/action requested

It is requested to approve the new solution for KI #1 of 3GPP TR 33.898
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Rationale

This contribution proposes to add a new solution to KI #1 of TR 33.898 [1].
5G systems can be enhanced to assist collaborative application AIML operations such as Federating Learning and Module distribution, in the execution of tasks, including Federated Learning member selection, group performance monitoring and allocation of adequate network resources. 

These enhancements are expected to benefit application AIML operations both at the Application Function (i.e., server side) and the UE (client side). One of the proposed enhancements is that the AF contacts the 5GS to request assistance information, e.g., Aggregated bit rate of a group of UE participating in an FL operation (e.g., [2], clause 6.37) or the AF provides new/modify 5GS parameters e.g., new parameters to enable reservation of resources specifically intended for a FL operations (e.g., [2], clause 6.42).

This solution provides dynamic fine grain authorization control for the AF management of the PCF policies for a group of clients that may change from one FL cycle to another cycle.
4
Detailed proposal
*************** Start of the 1st Change ****************
5.Y
Solution #Y: Authorization of AF for Policy Management
5.Y.4
Solution Evaluation

The solution provides fine grain access control for the PCF policy manayment at PCFs from a AIML AF. The mechanism is flexible to permit the policy menagment from an AIML AF only on authorized PCFs without the security risk to expose all the PCFs in the 5GC.
*************** End of the 1st Change ****************

